Privacy Policy
Data Privacy
What is the purpose of this privacy notice?
The purpose of this document is to inform you, easily and clearly, what and how we process your personal data when you access and use this website.
It is of utmost importance to review this document, which also highlights your rights and choices.
For the purpose of data protection legislation, including the UK Data Protection Act 2018, the UK General Data Protection Regulation (GDPR), the UK Privacy and Electronic Communications Regulations 2003 (PECR), and other applicable legislation, the controller is:
Edison Young People (Edison) (Group companies: Unity Residential Care Services Limited and The Place Young People’s Company including The Place Young Peoples Company and P.A.C.E Alternative Education) Unit 2, Lyme Vale Court, Lyme Drive, Stoke on Trent, ST4 6NW
For queries to this notice please contact or Data Protection Officer at The Data Protection Officer is responsible for overseeing data protection within the School. Should you have any questions, concerns or queries please contact them on the following information: - 
Data Protection Officer: Judicium Consulting Limited
Address: 5th Floor, 98 Theobalds Road, London, WC1X 8WB 
Email: dataservices@judicium.com
Web: www.judiciumeducation.co.uk
Telephone: 0345 548 7000 (Option 1, then 1)
To view your notification regarding our processing of your data please choose a category below that most closely describes your relationship with The Place Independent School
· Young Person
· Parent/Guardian
· Professional Service Provider
· Supplier
· Recruitment Candidate
When, how and what kind of personal data do we collect?
You may give us information about you by filling in forms such as referral or contacting us or perhaps applying for a position with our company via our site. This includes information you provide when you register an interest in services on our site, and when you report a problem or any issues with our site. The information you give us may include your name, address, e-mail address and phone number, background information regarding you, your profession and your business, and any other information you may wish to disclose which is pertinent to your enquiry.
This information can include:
· Name
· Email address
· Contact details
· Information about your employment
· Support needs
· Other personal information
Our use of your personal information
We use the personal information that you provide to us to provide access to our services, including to ensure that when you apply for a job or require us to contact you, we are able to do so.
From time to time, we may contact you to tell you about new services, news or events that may be relevant to you or that you have consented to.
We also process your personal information where we are required to do so by law and for the exercise or defence or legal claims.
We use your personal information to provide you with the information you ask for. We may also use your information in our legitimate interest to administer our sites and for internal operations, including troubleshooting, data analysis, research, statistical and survey purposes, including notifying you about changes to our service. In addition, we may handle any non-sensitive personal data for our legitimate purposes. We will not sell your details to any third parties or use your data in any other way than those listed above.
Where we store your data
Any personal data we collect from our website will be stored on P.A.C.E Alternative Education (The Place Independent School) IT systems.
Edison Young People may use third party suppliers and services such as Care Management platforms, technical support, cloud storage and web support. These suppliers act on behalf of Edison Young People and do not facilitate their own commercial objectives whilst processing your personal information. While personal information may be provided to these suppliers to enable them to perform their agreed tasks, such information remains the property of P.A.C.E Alternative Education (The Place Independent School)  at all times and the supplier organisations involved are bound by specific confidentiality and non-disclosure agreements.
The transmission of information via the internet may not be completely secure, however, we use strict procedures and security to prevent unauthorised access.
Security of personal information
We use administrative, technical, and physical measures to safeguard personal information against loss, theft and unauthorised uses, access or modifications.
Third party website and apps
Our website may contain links to and from third party websites, such as complimentary service providers or partners. Please note that if you follow a link to any of these websites that they will have their own terms of use and privacy policies, and we do not accept any responsibility of liability for these policies. Please check these policies before you submit any personal data to these websites or apps.
Consent to the use of cookies.
For our website to function properly we use cookies. To obtain your valid consent for the use and storage of cookies in the browser you use to access our website and to properly document this we use a consent management platform: CookieFirst. This technology is provided by Digital Data Solutions BV, Plantage Middenlaan 42a, 1018 DH, Amsterdam, The Netherlands. Website: https://cookiefirst.com referred to as CookieFirst.
When you access our website, a connection is established with CookieFirst’s server to give us the possibility to obtain valid consent from you to the use of certain cookies. CookieFirst then stores a cookie in your browser in order to be able to activate only those cookies to which you have consented and to properly document this. The data processed is stored until the predefined storage period expires or you request to delete the data. Certain mandatory legal storage periods may apply notwithstanding the aforementioned.
CookieFirst is used to obtain the legally required consent for the use of cookies. The legal basis for this is article 6(1)(c) of the General Data Protection Regulation (GDPR).
Data processing agreement
We have concluded a data processing agreement with CookieFirst. This is a contract required by data protection law, which ensures that data of our website visitors is only processed in accordance with our instructions and in compliance with the GDPR.
Server log files
Our website and CookieFirst automatically collect and store information in so-called server log files, which your browser automatically transmits to us. The following data is collected:
· Your consent status or the withdrawal of consent
· Your anonymised IP address
· Information about your Browser
· Information about your Device
· The date and time you have visited our website
· The webpage url where you saved or updated your consent preferences
· The approximate location of the user that saved their consent preference
· A universally unique identifier (UUID) of the website visitor that clicked the cookie banner
Your rights
Data protection legislation states that you have the following qualified rights regarding your personal data:
· Access – you may request we provide you with the data we hold
· Rectification – you may request we correct any inaccurate data
· Erasure – you may request we erase your data
· Restriction – you may request we stop processing your data but retain it
· Portability – you may request we provide you or a nominated party with your data in a commonly used, structured and machine-readable format
You can exercise your rights in relation to the personal data collected on this website at any time by using the postal address above or by contacting our Data Protection Officer at dataservices@judicium.com
Should you wish to exercise your rights in relation to any third-party websites, you must contact them directly.
If you wish to make a complaint about how we have handled your personal data, please email dataservices@judicium.com and we will investigate the matter.
If you are not satisfied with our response or believe we are not processing your data in accordance with the law, you can contact a National Data Protection Authority which, in the UK is the Information Commissioner’s Office.
Reviewing of this privacy notice
In the future, we may revise this Privacy Policy and make changes, if necessary. If we do, we’ll let you know about any material changes, either by notifying you on this website or by sending you an email, if you have provided with that.
Our Data Protection Officer can be contacted at dataservices@judicium.com

